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Through an iterative series of information collection exercises, Sayers subject matter experts will review, 
categorize, and quantify the technology and process components that make up a given organization’s ISMS.  
The end-result is a deliverable a Client can then review and use to perform a further, targeted analysis of the 
security program, build business cases, or observe biases in past security spends.

Credits:

The OWASP Defense Matrix was created by Sounil Yu

https://www.owasp.org/index.php/OWASP_Cyber_Defense_Matrix

SAYERS OWASP CYBER DEFENSE MATRIX ASSESSMENT IS DESIGNED TO PROVIDE OUR 

CLIENTS A HIGH LEVEL, OBJECTIVE LOOK INTO THEIR SECURITY PROGRAM AND POSTURE. 

OWASP CYBER DEFENSE FEATURES: BENEFITS TO OUR CLIENTS:

Analyzes people, process, and/or technolo-
gies across two (or more) dimensions

Minimal effort/maximum value

Quantifies coverage, configuration, and 
efficacy of the given solution set

Identifies possible deficiencies in the 
ISMS

Built utilizing well-known industry projects 
and frameworks

Very flexible process, which can be en-
hanced in a multitude of ways

Normalizes useful and relevant terminology 
rather than industry jargon

Map and understand the vendor land-
scape

Low-to-zero cost Help guide organizational maturity

Delivered by highly experienced industry 
experts

Insight into operationalizing an ISMS

Build business cases and obtain funding

Provides a foundation for investment 
guidance

SMART UNRIVALED TECHNOLOGY
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